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1. Introduction.

1. E-commerce is growing fast in Europe and across the world. It has been estimated that by 2020 global e-commerce will reach $4 trillion in sales\(^1\). This growth is explained by the take-up by consumers: In 2017 an estimate of 70% of internet users between the age of 16 and 54 years old have bought products online for private use\(^2\).

2. While it promises clear benefits for consumers (e.g. more convenience, wider choices and cheaper prices) and firms (e.g. reduction of operational costs, wider customer reach-out), e-commerce also brought new challenges alongside the increasingly important role of platform companies. In the web 1.0, companies embraced the opportunities of the World Wide Web to directly reach consumers through online shops. In the web 2.0 these same companies rely much more on intermediaries whose marketplaces allow consumers to find multiple offers from the different providers through the same infrastructure.

3. The main role of online platforms in the web 2.0 has been to connect downstream consumers with upstream firms in a vertical relationship. Some platforms that facilitate these relationships have grown considerably in the last decade.

4. For example, Amazon has a market share of 20% of total online sales in the EU, with national market penetrations of 40% in Germany and 27% in the UK\(^3\), and could be the first company in history to break the $1 trillion market capitalisation mark very soon\(^4\). Google, on the other hand, has a market share in general search of over 90% in most EEA countries\(^5\). In France, the majority of revenue in the online advertising market is generated by Google and Facebook, which has resulted from the accumulation of several competitive advantages\(^6\).

5. The fast growth of these and other firms would not be problem provided that their growth is the result of fair competition and the respect of the relevant legislation such as consumer and data protection laws. Unfortunately, in Europe many of these firms have been found in breach of EU laws distorting competition and harming consumers\(^7\).

6. Further to this, new technologies such as monitoring mechanisms of online prices and automated decision-making processes are likely to impact e-commerce markets by challenging traditional consumption models e.g. in the way consumers make transactional decisions.

7. This contribution aims at outlining the challenges the web 2.0 and the emergence of platforms pose to a competitive e-commerce ecosystem and what the policy response could be to protect the interests of European consumers.

2. Competition challenges in e-commerce.

8. Competitive online markets are essential for consumer welfare. However, the deployment of certain practices could restrict competition, negatively affecting consumers. Below we identify four situations in which consumers risk losing out as a result of anti-competitive behaviour.
2.1. Gatekeeping and interdependence.

9. Many firms, especially SMEs, depend on the infrastructure of intermediary platforms to reach consumers and, vice-versa, consumers rely on these platforms to find and purchase goods and access digital services. This has created a situation of interdependence between firms, platforms and consumers in which the intermediary in a two-sided market is in a position to influence the transactional process i.e. the interaction between consumers and firms offering their products on the platform.

10. Against this background, online platforms - irrespective of whether they are in a dominant position or not - can become de facto gatekeepers of information, choice and prices, gradually restricting the ability of consumers to freely choose between a wide array of innovative options.

11. Some platforms have the ability to restrict the information that consumers can get about services offered through them. For example, consumers are not aware that subscribing to the popular music service Spotify via Apple’s AppStore is more expensive than subscribing on Spotify’s website or through Android’s Play Store. This happens because Apple applies a 30% surcharge on all Spotify subscriptions, allegedly to create an anti-competitive advantage to push consumers to Apple’s own music service. Apple limits the information consumers get through its popular AppStore by not allowing Spotify to inform its customers about the different prices. In practice, Apple abuses its gatekeeping position through its control of the AppStore to create an (anti-) competitive advantage in favour of one of its vertically-integrated services (Apple Music) over its main rival (Spotify), directly harming consumers.

12. Similarly, social networks and search engines also define what appears on consumers’ screens. Motivated by political or commercial reasons, these gatekeepers can influence consumers by strategically showing specific content and information. But this targeting of content and information is not necessarily done by an editor as we would expect on a journal or magazine or is the result of neutral automated processes. It is done by algorithms designed to maximise the value of consumer data for advertising purposes.

13. Additionally, platforms that act as gatekeepers while offering vertically integrated services to consumers might not allow other competitors to reach consumers on an equal footing. Google has been a paradigmatic example, exercising this type of control through its search engine. For example, companies like Yelp and Kelkoo have faced significant difficulties to reach consumers in the local search and shopping markets because Google down-ranks the competitors of its vertically-integrated services in the results of its popular search engine or by simply excluding them from the results shown to consumers with its algorithms. As a result, not only companies but also consumers are affected, getting a reduced amount of options without even realising.

2.2. Price manipulation.

14. In a market economy, prices are theoretically set by the interaction between demand and supply forces. However, that equilibrium can be affected by multiple factors. In an ever more interdependent e-commerce market, platforms can deploy practices that impact how prices are set.
2.2.1. Parity clauses.

15. Platforms like Booking.com and Amazon were able to always offer cheaper prices for hotels and e-books through the imposition of parity clauses (often referred as “most-favoured-nation clauses” (MFNs)). These contractual clauses are often used in vertical relationships between suppliers and platforms to reduce the risks of free riding on the platforms’ investments in promoting the suppliers’ products.

16. Parity clauses can have different scopes according to the obligations imposed on suppliers: First, ‘narrow’ parity clauses generally link the price and terms offered by the online platform to those available directly on the upstream supplier’s website in order to guarantee that the latter will not be less attractive than the offers available on the platform. Secondly, ‘wide’ parity clauses have the same effect as the previous one but in addition they seek to guarantee that the prices available on other platforms, including competitors, would not be lower than those advertised on the platform. These practices have both online and off-line effects by impeding firms to compete on the basis of prices outside the platforms’ marketplaces.

17. In 2015, Booking.com made commitments to narrow the scope of its parity clauses – commitments which were initially accepted by the French, Swedish and Italian competition authorities who investigated these clauses. Under these commitments, Booking.com agreed to abandon its wide parity clauses (which established price, availability and booking conditions’ parity with respect to other Online Travel Agencies – OTAs) and replace them with narrow clauses, establishing a direct linear link to govern price and term parity with each hotel’s own direct website.

18. An investigation by the German competition authority (Bundeskartellamt) reached a decision concerning the use of wide parity clauses by the hotel portal HRS. The MFNs covered parity not only in price, but also in room availability, booking conditions and mobile applications. The Bundeskartellamt noted that HRS had strictly monitored hotels’ adherence to the terms of these clauses and threatened to terminate contractual relations with hotels that failed to apply the parity. The Bundeskartellamt subsequently held that the wide MFNs at issue were set to directly restrict the price-setting freedom of hotels on the other sales channels. This decision was confirmed in January 2015 by the Düsseldorf Higher Regional Court condemning the restrictive effect that parity clauses had on the hotel companies' freedom to act.

19. Most recently, the European Commission’s decision accepting the commitments of Amazon on the e-books case noted that “in the absence of the Business Model Parity Clauses, E-book Retailers appeared open to innovating in order to launch alternative business models to distribute e-books in novel manners which are appealing for consumers. E-book Retailers consider business models as an additional way to differentiate themselves from competitors and under certain circumstances can count on the support of E-book Suppliers to achieve a critical mass of titles to be sold through those alternative business models.” (highlighted is mine). Thus, consumers are being prevented from a wider variety of e-books services as a result of the scheme implemented by Amazon to consolidate its position in the eBooks market.

20. These examples show that by imposing terms that are favorable exclusively to them, platforms can impact the development of competing services, to the detriment of innovation and ultimately hindering consumer choice.
2.2.2. Automatised price co-ordination.

21. Another problematic practice in the field of pricing relates to the automatisation and price adjustments based on tracking of users and competitors’ prices and algorithms.

22. According to the European Commission’s final report on the e-commerce sector inquiry, an automatised adjustment of prices is a growing tendency among retailers. The report notes that: “A majority of retailers track the online prices of competitors. Two thirds of them use automatic software programmes that adjust their own prices based on the observed prices of competitors. (...) The availability of real-time pricing information may also trigger automatised price coordination.”

23. These practices create the risk of prices being set based on artificial market dynamics in which prices are decided according to the data generated by consumers when searching for products and services. If unchecked, these practices can be directly harmful to consumers, and disruptive to the overall competitiveness of online markets. The challenge that competition authorities face in this field concern the fact that price adjustments as a result of market monitoring are not necessarily anti-competitive but could distort competition in detriment of consumer prices.

2.2.3. Loss of interface and imposition of default options on consumers.

24. The imposition of default options on consumers has been an issue of concern of competition authorities. However, such cases arose in an environment where consumers had an interface where, at least in theory, they were able to compare offers. With the introduction of interface-less technologies such as digital butlers or assistants, consumers would have to rely on pre-programmed options to access products and services without having to look at a screen.

25. These devices run on algorithms that are programmed to direct consumers to certain products, services, retailers or information. In an Internet of Things (IoT) context, a producer of smart fridges could for instance conclude an agreement with a specific retail so that the fridge would order by default a particular brand of orange juice when the owner of the fridge runs out of it, or a digital assistant could be programmed to play music from one specific streaming music provider. These default options mean that choices are imposed on consumers making it difficult to opt-out.

26. Some argue that consumer simply have to change the default option. However, this does not happen in the majority of cases, in the same way as consumers did not switch from Microsoft’s default browser from their PCs or do not uninstall Google’s apps from their Android phones to use competing services. Therefore, consumer choice ends up being manipulated by default options from which it is very difficult for consumers to get out from not only due to the behavioral aspects of consumption but especially due to the way these products are designed.

2.2.4. Automatic Decision Making (ADM) and consumers’ purchasing process.

27. Default options will become even more problematic in ADM processes. While ADM can reduce search costs for consumers e.g. an algorithm that is able to compare multiple offers at the same time, these processes can limit considerably the consumers’ autonomy to make consumption decisions. And, this introduces new challenges as it changes the consumption paradigms. For example, consumer law seeks to protect consumers against practices which are “likely to materially distort the economic behaviour” of consumers. If the consumer trusts his or her transactional decisions to
ADM process, how will such distortion be materialised in the consumer’s economic behavior? This has implications not only for consumer protection but also for competition policy. ADM is also likely to impact the behaviour demand forces. This is because the algorithm’s choice may not always reflect consumers’ preferences or purchasing power. This lack of control will be exacerbated by the use of default options: consumers might end up accepting ADM applied to certain services and products as a default without actually checking whether an optional choice was available.

28. Furthermore, consumption predictions made by ADM processes depend on the data that consumers provide or generate as an input. Leaving aside privacy considerations, this situation also raises concerns from a competition perspective because firms holding large datasets - coincidently those that are in a gate-keeping position - have an advantage over other firms that could develop new technologies. Thus, it is necessary to consider whether competition authorities and regulators should look at means to facilitate the access to data that is necessary (e.g. upon a market-failure assessment) for the development of innovative consumer products and to prevent lock-in effects.


29. The evolving economic landscape in e-commerce paints an uncertain future regarding the existence of competitive pressure, the ability of markets to self-correct and the prospect of disruptive innovation. For public policy, new competition dynamics in the digital economy call for the use of the normative scope of competition enforcement and its ability to protect consumers effectively. New market realities and business strategies - like those we exposed in the previous section - raise questions as to the optimal use of competition law, its effectiveness, and more broadly, its goals.

30. In the European Union, there is a large set of rules (e.g. consumer protection, data protection and competition laws) that apply to firms operating in online markets. Some of the challenges that we mentioned can be addressed by means of effective enforcement of these laws while others would require regulatory intervention to either adapt the existing rules (e.g. Commission’s proposal for a New Consumer Deal) or introduce new rules that address behaviour that cannot be tackled by means of enforcement or which require an erga-omnes approach (e.g. Commission proposal for a platform to business regulation).

31. Thus, competition law enforcement is one tool to ensure that firms do not distort competition, but it has its limits. This requires to also look at situations that require the intervention of the legislation to address markets’ structural problems such as the asymmetry of information and bargaining power of market players.

3.1. Enforcement of EU competition law.

32. The European Courts have long held that competition law “is not only aimed at practices which may cause damage to consumers directly, but also at those which are detrimental to them through their impact on an effective competition structure”.

33. In T-Mobile, the CJEU elaborated that European competition law “is designed to protect not only the immediate interests of individual competitors or consumers but also to protect the structure of the market and thus competition as such”. The Court added that a “concerted practice may be regarded as having an anti-competitive object even though there is no direct connection between that practice and consumer prices”.
Similarly, in her opinion in this case, Advocate General Kokott noted that the protection of the structure of the market indirectly also protects consumers “[b]ecause where competition as such is damaged, disadvantages for consumers are also to be feared.”

34. Consideration for the “weakening of the structure of competition” is not unique to Article 102 TFEU. In GlaxoSmithKline Services Unlimited v Commission, the Court of Justice held that Article 101 TFEU “aims to protect not only the interests of competitors or of consumers, but also the structure of the market and, in so doing, competition as such.” The protection of an "effective competition structure" provides for a wider prism than that reflected by the consumer welfare benchmark. It draws attention to the competitive process as such and has led to the condemnation of conduct that impair genuinely undistorted competition.

35. The current competition framework is capable to address many of these concerns: Article 101 can be used to tackle a wide range of contractual arrangements that lead to a disruption of competition in online markets. Similarly, Article 102 is broad enough to encompass almost all behaviours that could concern a dominant firm.

36. For example, contractual practices between firms which are likely to frustrate the realisation of the Union’s objectives such as market integration can be tackled under 101 TFEU. Similarly, setting prices by means of algorithms designed to monitor and adjust prices could be considered as a cartel if these technologies are used to implement an agreement between firms. The recent Google decision from the Europe Commission is a good example of the application of 102 TFEU to the impact of the abuse of dominance of firms in one market (general search) on another market (comparison sites). This is an important precedent because when it comes to digital markets, the cross-market impact of anti-competitive behaviours are more prominent than in off-line markets.

37. However, there are situations in which ex-ante regulation should be preferable to ex-post investigations. Particularly when it comes to platforms that facilitate and have the power to influence the relationship between firms and consumers is it necessary to look at more efficient means to guarantee a fair treatment of those firms by the platforms to keep markets competitive.

3.2. A case for regulation.

38. Competition law enforcement is an important and strong tool to prevent firms from distorting markets in detriment of consumers, but it has its limits. There are situations that need to be addressed by means of legislation that applies to an entire sector of the economy and to all market players.

39. An example of this type of market legislation includes the European Commission’s proposal for a regulation “on promoting fairness and transparency for businesses users of online intermediation services”. This proposal aims at increasing the transparency of online platforms regarding ranking and treatment of firms that rely on intermediation services to reach consumers. Although this is an instrument aimed at protecting business users of platforms, consumers should also benefit by the eventual creation of more competitive market places.

40. Consumer protection laws can play an important role by protecting consumers’ freedom of choice. For example, marketing laws should specifically address practices that aim at misleading consumers about the nature of the offers displayed in an e-commerce platform. The recent European Commission proposal for a New Consumer Deal
introduces a new unfair commercial practice in the annex of the Unfair Commercial Practices Directive concerning the “use of editorial content in the media, or providing information to a consumer’s online search query, to promote a product where a trader has paid for the promotion without making that clear in the content or search results or by images or sounds clearly identifiable by the consumer (advertorial; paid placement or paid inclusion)”. This measure protects consumers against offers that are placed as a result of a payment for inclusion and not because of merit or relevance (e.g. in the listing of offers and retailers in an online marketplace). 43

41. With the emergence of ADM, a question that deserves consideration is whether the legislator should limit the use of default options in e-commerce. Consumers are likely to rely on these technologies for reducing search costs and facilitating the purchasing process of goods and services. However, firms could abuse that trust to exploit consumers’ biases with the aim of promoting their own vertically integrated services by the imposition of default options from which consumers are highly unlikely to opt-out.

42. There are already examples of this type of intervention in the field of consumer law and data protection laws. For example, the Consumer Rights Directive sanctions the so-called pre-ticked boxes in which traders seek to obtain payments for additional services from consumers by using default options. Similarly, the General Data Protection Regulation establishes a principle of data protection by default to ensure that, by default, only personal data which are necessary for each specific purpose of the processing are processed.

43. Inspiration could be drawn from these instruments when it comes to the use of default options by firms providing marketplaces and technologies that allow consumers to access different products and services. For example, it could be established that when a firm offers vertically integrated services competing with other firms, the use of default options should be limited by allowing the consumer to decide among different options when configuring the service by the first time.


44. E-commerce provides opportunities for firms to reach consumers across national markets and consumers have the possibility to access a wide range of products and prices from different providers. These opportunities should not be undermined by practices aiming at creating an anti-competitive advantage for firms that due to their intermediation position are able to exclude competitors of their vertically integrated products. In some cases, competition law enforcement can tackle such behaviours but in others, regulatory intervention might be needed. In particular, new developments such as ADM combined with the use of default options require special attention as these tools can be used as a means to exploit consumers’ biases leading to the exclusion of competitors and therefore a reduction of consumer choice.

5. About BEUC

45. BEUC acts as the umbrella group in Brussels for its members, 43 independent national consumer organisations from 31 European countries (EU, EEA and applicant countries). Our main task is to represent them at European level and defend the interests of all Europe’s consumers.
46. BEUC investigates EU decisions and developments likely to affect consumers, with a special focus on financial services, food, digital rights, consumer rights, enforcement & redress, sustainability, health, safety, energy and trade.
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